
A W A R D E D  T O :

C E R T I F I C A T E  N U M B E R :

O P E R A T I O N :

B U S I N E S S :

D A T E   C O M P L E T E D :

E X P I R A T I O N  D A T E :

V E R S I O N  C O M P L E T E D :  

C O N T A C T :  

The scan customer attests that this scan (either by itself or combined with multiple, partial, or failed scans/rescans, as indicated in the 
above Section A.3, “Scan Status”) includes all components which should be in scope for PCI DSS, any component considered out of 
scope for this scan is properly segmented from my cardholder data environment, and any evidence submitted to the ASV to resolve scan 
exceptions—including compensating controls if applicable—is accurate and complete. The scan customer also acknowledges 1) accurate 
and complete scoping of this external scan is my responsibility, and 2) this scan result only indicates whether or not my scanned systems 
are compliant with the external vulnerability scan requirement of PCI DSS; this scan result does not represent my overall compliance 
status with PCI DSS or provide any indication of compliance with other PCI DSS requirements. 

The scan and report was prepared and conducted according to internal processes that meet PCI DSS Requirement 11.2.2 and the PCI 
ASV Program Guide, including manual or automated Quality Assurance process with customer boarding and scoping practices, review of 
results for anomalies, and review and correction of 1) disputed or incomplete results, 2) false positives, 3) compensating controls (if 
applicable), and 4) active scan interference. This report and any exceptions were reviewed by PCI ASV certified professionals.

It is the scan customer responsibility to continually review and assess the effect of changing or adding any new systems components that 
could stores, processes, or transmits cardholder data in their environment or that could affect the security of the cardholder data 
environment, so that these newly added system components could be included in the scope of the validation process. This certificate is 
valid through the expiration date stated herewith and is limited to the extent of the scan customer’s accuracy of the information provided 
regarding the system components to be considered in scope for PCI DSS, and their ability to complete all the steps required for 
validation.

GM Sectec makes no representation or warranty to any third party as to whether the scan customer's systems are in fact secure from 
either internal or external attacks nor data breaches, or whether the cardholder data is at risk of being compromised, nor the that scan 
results represent the scan customer’s overall compliance status with PCI DSS, nor provides any indication of compliance with other PCI 
DSS requirements. GM Sectec accepts no liability to any third party in the event of loss or damage of any description, caused by any 
failure of or data breach to, the scan customer’s system components that could stores, processes, or transmits cardholder data or that 
could affect the security of the cardholder data environment. This certificate is for the sole purpose of identifying the scan customer  
compliance status with the standard and is not intended nor can it be used for any other purpose. For a complete list of requirements for 
the PCI ASV standard please visit www.pcisecuritystandards.org.

This is to certify that , has successfully completed an ASV External
Quarterly Vulnerability Scan according to, and in compliance with, the Payment Card
Industry Data Security Standard (PCI DSS) v4.0.1 Requirement 11.3.2, as set forth
by the PCI Security Standards Council (PCI SSC) and endorsed by the major
payment brands.
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